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Good morning Chairman Cox, Chairman Sensenbrenner and distinguished Members of 
both Committees.  I am delighted to appear before you today to discuss The Department 
of Homeland Security’s role in the President’s Terrorist Threat Integration Center.   

Currently, I am the Acting Assistant Secretary for Information Analysis in the 
Information Analysis and Infrastructure Protection Directorate (IAIP).  Prior to assuming 
this position on July 3rd of this year I was the Senior DHS representative to the Terrorist 
Threat Integration Center (TTIC). In this capacity I served in a senior leadership position 
as the Associate Director for Homeland Security.  

 
IAIP is unique among U.S. intelligence and law enforcement elements in authority, 
responsibility, and access to information IAIP possesses robust, comprehensive, and 
independent access, to information relevant to homeland security, collected both 
domestically and abroad.  Our mission is to obtain that intelligence and provide the 
necessary analysis to ensure the appropriate actions are taken to protect against terrorist 
attacks directed at the U.S. homeland.  IA has the ability to conduct its own, independent 
threat analysis based on information and intelligence drawn from other agencies within  
DHS, the FBI, the CIA , other members of the Intelligence Community, plus state and 
local law enforcement and private sector entities. This enhances IA’s ability to provide 
threat assessments to the Infrastructure Protection in support of the Department’s mission 
to protect the homeland. 
 
IA has the specific authority and responsibility for providing Federally-collected and 
analyzed homeland security information to first responders and other state and local 
officials and, as appropriate, security managers and other key private sector contacts.  As 
such, IA, in coordination with IP, is in the position to effectively manage the collection 
from state and local governments, and private sector officials, of  crucial homeland 
security-related information that may be, in the first instance, available only to those 
officials.  DHS will continue to work closely with other government agencies to make 
certain that those who are on the front lines have the necessary information and resources 
to protect the homeland.   

 
IA is a central information nerve center of DHS’ efforts to protect our homeland.  IA is 
responsible for turning the voluminous threat information collected every day at our 
borders, ports, and airports, into usable and, in many cases, actionable intelligence.  IA 
provides the full- range of intelligence support -- briefings, analytic products, including 
tailored analysis responding to specific inquiries, and other support -- to the Secretary, 
DHS leadership, the Undersecretary for IAIP, and DHS’ components.   
 
IAIP will ensure that homeland security-related intelligence information is shared with 
others who need it as well as support of the Secretary’s responsibility to administer the 
Homeland Security Advisory System by independently analyzing information supporting 
decisions to raise or lower the national threat level.     
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As IAIP’s anti-terrorism mission is focused entirely on the homeland, some of DHS’ 
work in this area will be carried out in part by IA analysts who are full participants in the 
Terrorist Threat Integration Center initiative, and physically located at TTIC.   
 
Certain IA officers will be located at TTIC, working day- in-day-out, participating in 
processing and analyzing terrorist threat-related information, developing, shaping, and 
disseminating TTIC products, assessing gaps in the available information, and ensuring 
that TTIC products reach appropriate DHS Headquarters officials, as well as appropriate 
state, local, and private sector officials.   
 
IA analysts assigned to TTIC will ensure that information gathered by DHS (from its own 
collectors as well as state and local governments and the private sector) reaches TTIC and 
informs its work and, equally important, that TTIC’s work directly supports DHS’s 
unique mission to protect the homeland.   
 
As provided by Congress and the President, authorities and capabilities to deter and 
disrupt terrorist threats, particularly overseas, are shared among a number of departments 
and agencies and such activities often must be undertaken in concert with state, local, and 
foreign governments.  Recent experience has shown that terrorist groups may attempt to 
coordinate multiple attacks, both overseas and within the United States, and that threats 
that appear to be directed overseas may actually be directed towards the homeland, and 
vice versa.  This is an essential element of the utility of the TTIC and the partnership of 
DHS in looking at the correlation of overseas terrorist activities and how they could be 
tied to activities in the homeland. IA is a key member of the TTIC team and plays an 
important role in identifying critical pieces of intelligence that must be shared with 
appropriate DHS agencies as well as state, local and private sector entities. 

 
DHS/IP will rely upon the analysis produced by IA, to help determine threat 
vulnerabilities that will assist in establishing priorities fo r protective and support 
measures of federal, state, and local government agencies and authorities, as well as 
private sector entities.  In support of its mission, DHS components will identify 
intelligence requirements to IA. IA will submit them to the Intelligence Community, law 
enforcement, and parts of DHS. This process will identify vulnerabilities and threats 
which will allow for appropriate protective actions to be taken.  

 
In addition to the critical role of mapping infrastructure vulnerabilities against threats to 
the homeland, IA also will conduct other analysis distinct from that in which IA analysts 
participate at TTIC.   
 

• Tailored Analysis.  IA Headquarters-based analysts will routinely be tasked to 
take a different “cut” at a similar universe of information as that analyzed at 
TTIC.  For example, TTIC may reach a conclusion about a general terrorist threat 
to the United States, while DHS Headquarters may want a more targeted and 
specific analysis directed at how such a threat might affect a particular sector of 
the U.S. infrastructure.  Such threat analysis would be different than that 
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performed at TTIC, but crucial to the overall DHS mission and to our homeland 
security.  Similar tailored analytic products are systematically used by the leaders 
of other Intelligence Community member Departments and Agencies based on 
each agency’s individual mission. 

 
• Competitive Analysis.  IAIP analysts located at Headquarters will also conduct 

competitive terrorism threat analysis to that taking place at TTIC.  For example, 
the Secretary may want an independent look at a particular conclusion reached by 
analysts – including IA analysts – at TTIC.  Such competitive analysis not only is 
sound practice, but it has been for decades a cornerstone of U.S. Intelligence 
Community analytic efforts.   

 
• Red-Teaming.  IA’s tailored and, at times, competitive terrorism threat analysis, 

will take another form as well: “red teaming.”  IA’s analysts will not only look 
independently at threat data from a traditional analytical perspective, i.e., 
“connecting the dots,” but will also undertake “red team” analysis.  In this mode, 
analysts will view the United States from the perspective of the terrorists, seeking 
to discern and predict the methods, means and targets of the terrorists.  The 
analysis produced as part of this red teaming will then be utilized to uncover 
weaknesses, and to set priorities for long-term protective action and target 
hardening.  

 
Everyone is a partner in this new effort and we must work closely to be successful.   By 
working together, we can detect and prevent potential terrorist attacks and identify 
protective measures that will enhance the security of our homeland.     
 
Mr. Chairman, and Members of the Committees, this concludes my prepared statement.  I 
would be happy to answer any questions you may have at this time. 
 


